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Data sharing is important

Growing recognition of the value of data:

* Replication and validation of research outcomes: transparency and integrity of
science

* Re-use of data: efficiency in research, return on public investment

* Funder requirements: open data

e Publisher requirements: DAPs
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More than two thirds of Wiley
researchers reported they are now
sharing their data. Though this varies
geographically and across research
disciplines we are seeing that more
researchers are sharing their data and
taking efforts to make it reproducible.
Archiving in institutional repositories,
public repositories, and personal web
pages has almost doubled since 2014.

Sharing practice

69%

share data

r/ Do NeT BE So 2074
SHARE!

Ways data is shared :-----------seseereeeerrerererrererereececcececees [o)

41% 10%
I!l As supplementary —| Discipline-specific data repository

material in a journal (e.g. GenBank, OpenEl,
Protein Data Bank, TreeBASE)

29%
Personal, institutional, 6%
or project webpage General-purpose data repository

(e.g. Dryad, figshare)
25%
Institutional data repository

KDA TuRTH PLENARY HEETING (i.e. university or
institute-sponsored)

3
%,
:
o ¢ [——

Researchers also report sharing their data in other ways including:

https://authorservices.wiley.com/ass 49% are sharing their data at conferences while 34% of researchers
. . share their data upon informal request (email, direct contact, etc).
et/photos/licensing-and-open-

access-
photos/Wiley%20Global%20Data%?2
0OSharing%20Infographic%20June%?2

02017.pdf



https://authorservices.wiley.com/asset/photos/licensing-and-open-access-photos/Wiley%20Global%20Data%20Sharing%20Infographic%20June%202017.pdf

Sharing practice

Top 4 reasons why researchers .- o
are hesitant to share their data

50% - Intellectual property or o 31% - Ethical concerns
confidentiality issues

”36% of respondents have @ 22% -1 am concemed
lost data on which they were e 23% - | am concerned about that my research will

ki d th . misinterpretation or misuse of be scooped
working and there is, Vi feEeRreh

unsurprisingly, a high
correlation between the
vehicle for storing data and
where it was lost - computer
hard drives were the most
common culprit here.”

Science, Digital; Hahnel, Mark; Treadway, Jon; Fane, Briony; Kiley,
Robert; Peters, Dale; et al. (2017): The State of Open Data Report 2017.
figshare. Paper.

https://doi.org/10.6084/m9.figshare.5481187.v1



https://doi.org/10.6084/m9.figshare.5481187.v1

Enabling researchers

* Awareness raising

* Training (RDM)

* Infrastructure (VREs, TDRs, ..)
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Data repositories

re3d ata_org Search  Browse ~  Suggest  Resources ~  Contact _@ DataC|te

Subjects Toogle short help
Content Types

Countries « Previous 2 3 4 5 6 7 .. 92 Next— Sort by ~
AID systems

API Found 2299 result(s)

Certificates

Data access CancerData.org L8]]«

Data access restrictions Sharing data for cancer research

Database access Subject(s) Basic Biological and ical R h  Medici Biology Life Sciences

Datab restricti

Database licenses Content type(s) office D: Images Structured graphics ~ Scientific and statistical data formats Raw data

Data licenses Plaintext Archived data other

Data upload Country Netherlands

Data upload restrictions

Enhanced publication The CancerData site is an effort of the Medical Informatics and Knowledge Engineering

Our activities in the field of medical image analysis and data modelling are visible in a |
datasets. They are grouped in collections and can be public or private. You can searct
image archives without logging in.

Institution responsibility type
Institution type

Keywords

Metadata standards =
PID systems Claremont Colleges Digital Library




Pillars of trust

e actions and attributes of the trustee (integrity, transparency,
competence, predictability, guarantees, positive intentions)

e external acknowledgements:
e reputation (researchers)
 third party endorsements (funders, publishers)

THE 'TRUST' IDEA...AS LONG AS IT'S
Cf? ‘t‘:"'?\; PROPERLY MONITORED AND
W)

|7-_-.- "IN PRINCIPLE WE'RE HAPPY WITH |
REGULATED!

-

]
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Different assessments available
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CoreTrustSeal: a brief history
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RDA output
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Repository Audit and
Certification Catalogues

The Challenge:

Creating harmonized Common Procedures for certification of
repositories

Whatis the solution?

Drawing from the procedures already put in place by the Data
Seal of Approval (DSA) and the ICSU World Data System
(ICSU-WDS), the RDA Repository Audit and Certification
DSA-WDS Partnership Workin Group has produced a
convergent DSA-WDS certification standard aiming to
eliminate duplication of effort, increase certification procedure
coherence and compatibility thus benefitting researchers, data
managers, librarians and scientific communities.

Producedby: The Repository Auditand Certification
DSA-WDS Partnership WG

https//rd-alliance.org/groups/
rdawds-certification-digital-repositories-ig.ntmi
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Whatis the impact?

The convergent DSA-WDS certification standard marks a step
towards having more coherent, increasingly stringent and
compatible standards for repository certification.

The harmonization of repository certification criteria will
increase adoption and the number of certified repositories
building trust for data generators, data consumers and funding
bodies

Find out more about the Repository
Audit and Certification DSA-WDS
Partnership WG Recommendation

https://easy.dans.knaw.nl/ui/datasets/id/easy-dataset:72520

https://zenodo.org/record/1406133#.XNgvmC-Q30Q



https://easy.dans.knaw.nl/ui/datasets/id/easy-dataset:72520
https://zenodo.org/record/1406133#.XNqvmC-Q3OQ

CoreTrustSeal

The objectives of the CoreTrustSeal are to safeguard data, to ensure high
quality and to guide reliable management of data for the future without
requiring the implementation of new standards, regulations or heavy
investments.

CoreTrustSeal repository certification:

* Gives data producers the assurance that their data and associated
materials will be stored in a reliable manner and can be reused;

* Provides funding bodies with the confidence that data will remain
available for reuse;

* Enables data consumers to assess the repositories where data are held;

Supports data repositories in the efficient archiving and distribution of
data.




Fundamental to the requirements are five criteria that together determine
whether or not the digital data may be considered as sustainably archived:

CORE
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The data can be on the Internet;

The data are , While taking into account relevant
legislation with regard to personal information and intellectual

property;

The data are available in a ;
The data are ;
The data can be to (persistent identifiers).
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16 Requirements

DOI 10.5281/zenodo.168411

ents/V2.1

(3]
WORLD DATA SYSTEM

Categories: DSA-WDS Partnership
Working Group
Catalogue of Common Requirements

Introduction

Ba C kg rO u n d i nfo rm atio n ( RO) Importance of Certification

National and international funders are increasingly likely to mandate open data and data management
policies that call for the long-term storage and accessibility of data.

- . . If we want to be able to share data, we need to store them in a trustworthy digital repository. Data created
and used by scientists should be managed, curated, and archived in such a way to preserve the initial
rga n I Z a I O n a I n ra S r u C u re - investment in collecting them. Researchers must be certain that data held in archives remain useful and
meaningful into the future. Funding authorities increasingly require continued access to data produced by the

projects they fund, and have made this an important element in Data Management Plans. Indeed, some
funders now stipulate that the data they fund must be deposited in a trustworthy repository.

L] L] L]
Sustainability of repositories raises a number of challenging issues in different areas: organizational,

I g I a O J e C I I I a n a ge l I I e n - technical, financial, legal, etc. Certification can be an important contribution to ensuring the reliability and
durability of digital repositories and hence the potential for sharing data over a long period of time. By

becoming certified, repositories can demonstrate to both their users and their funders that an independent
authority has evaluated them and endorsed their trustworthiness.

Technology and security (R15-16
y y Nowadays certification standards are available at different levels, from a basic level to extended and formal

levels. Even at the basic level, cerification offers many benefits to a repository and its stakeholders.

Applicant feedback




Core TDR Requirements

Background information

RO Please provide context for your organization

Organizational infrastructure

R1. The repository has an explicit mission to provide access to and preserve data in its
domain.

R2. The repository maintains all applicable licenses covering data access and use and
monitors compliance.

R3. The repository has a continuity plan to ensure ongoing access to and preservation
of its holdings.

R4. The repository ensures, to the extent possible, that data are created, curated,
accessed, and used in compliance with disciplinary and ethical norms.

R5. The repository has adequate funding and sufficient numbers of qualified staff
managed through a clear system of governance to effectively carry out the mission.

R6. The repository adopts mechanism(s) to secure ongoing expert guidance and
feedback (either in-house, or external, including scientific guidance, if relevant).
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Digital object management
R7. The repository guarantees the

R8. The repository accepts data and metadata based on
for data users.

R9. The repository applies
storage of the data.

R10. The repository assumes responsibility
function in a planned and documented way.

R11. The repository has appropriate expertise to

of the data.

in managing archival

and manages this

and ensures that sufficient information is available for end users to make quality-

related evaluations.

R12. Archiving takes place according

R13. The repository enables users to and

through proper citation.

from ingest to dissemination.

R14. The repository enables reuse of the data over time, ensuring that
are available to support the understanding and use of the data.



b

Core TDR Requirements

Technology and security

R15. The repository functions on well-supported operating systems
and other core infrastructural software and is using hardware and

software technologies appropriate to the services it provides to its
Designated Community.

R16. The technical infrastructure of the repository provides for
protection of the facility and its data, products, services, and users.

Applicant feedback
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R14. The repository enables reuse of the data over time, ensuring that appropriate metadata are
available to supportthe understanding and use of the data.
Compliance Levellﬁm

Response

Guidance:
Repositories must ensure that data can be understood and used effectively into the future despite changes
in technology. This Requirement evaluates the measures taken to ensure that data are reusable.

For this Requirement, responses should include evidence related to the following questions:

¢ Which metadata are required by the repository when the data are provided (e.g., DublinCore or
content-onented metadata)?

Are data provided in formats used by the Designated Community? Which formats?

Are measures taken to account for the possible evolution of formats?

Are plans related to future migrations in place?

¢ How does the repository ensure understandability of the data?
Reuse is dependenton the applicable licenses covered in R2 (Licenses).

CORE
SEAL



based on 16 Requirements (written responses + URLs of
documented public evidence + compliance level)

by two expert and independent reviewers under the
responsibility of the CoreTrustSeal Standards and Certification Board

Online tool

Administrative fee of 1,000 euro

Successful applications are made publicly available
Certification valid 3 years

CORE
SEAL



Resources

www.coretrustseal.org/why-

Home About v Certification v Certified Repositories v Apply v Contact Q t . f . t . / . t /
Data Repositories Requirements
CoreTrustSeal Data Repositories Requirements Tweets by goonTsises 9
The CoreTrustSeal Data Repositories Requirements reflect the characteristics of trustworthy repositories, As /@ CoreTrustseal .
such, all Requirements are mandatory and are equally weighted, standalone items. Although some overlap is @& georeTrussenl [ ] Xte n e u | a n C e a n a
unavoidable, duplication of evidence sought among Requirements has been kept to @ minimum where Congrats to Norwegian Marine Data Centre
possible. ‘@Havforskningen nmdc.no, Australian CSIRO DAP

@CsiroDap data csiro audap!, Chinese
Astronomical Data Center casdc.china-vo.0rgr?

webinar.

‘We encourage repositories to explore the CoreTrustSeal Data Repositories Requirements and ti ti locale=en and CLARIN Center BBAW
clarin.bbaw.de/en/ on becoming #CoreTrustSeal
N - certified
' i Lo . .
L . * The Extended Guidance is
@ CoreTrusiseal Retwete . .
CoreTrustSeal Data Repositories Requirements: Extended O rhmittay I nte n d e d fo r- rev I eWe rs b ut
Guidance Merritt and Dash Certiied by CoreTrustSeal as )

5 . Trustworthy Repositories divr t/QhbJsh
CoreTrustSeal Extended Guidance is available to facilitate the work of CoreTrustSeal reviewers and 2lso provide

more guidance to repositories undergoing a certification against the Core Trustworthy Data Repo:
Requirements,

itories 3t

is useful for applicants.

CoreTrustseal
G al

#CoreTrustSeal Directors: Chair: Jonas Recker
A webinar on the CoreTrustseal Extended Guidance is also available for information: (GESIS-Leibniz Instiute for the Social Sciences,
Germany) @JnsRe01, Vice-chair: Herve L'Hours.
(UK Data Archive, UK) @hervelh, Secretary: Mari
Kileemola (Finnish Data Archive, Finland), and
Treasurer - Ingrid Dillo (DANS, Netherlands)

& NL+316820889%9|IP: 491423276395 % info@ecoretrustsealorg @ Login v i

Home Aboutv Certification v toriesv  Applyv  Contact Q

https://www.coretrustseal.org/
why-certification/certified-
repositories/

* Library of public applications;

) o5 ceriied Repostores (401

all are certified and so can be | — B

s centes resostors (341

considered exemplars. B
@ cunm‘:-mer sa/f\fv 2o0e

Berlin-Brandenburgischen Akademie der Wiss

tarkgrafenstrae, Berlin, Germany



http://www.coretrustseal.org/why-certification/requirements/
https://www.coretrustseal.org/why-certification/certified-repositories/

CoreTrustSeal initiative

Not for profit
e Community based
e Strong ties with RDA
* Global

Domain agnostic

CORE
TRUST
SEAUV/



Current uptake

/] mWDS Certified Repositories [55]
/] QDSA Certified Repositories [33]
.DSA & WDS Certified Repositories [ 1]

QGCOreTrustSBal Certified Repositories [54 ] Tz 2 . E
: Map: © OpenStreetMap contributors

https://www.coretrustseal.org/why-certification/certified-repositories/



https://www.coretrustseal.org/why-certification/certified-repositories/
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* Displays commitment to data and service quality and long-term
data curation

* Heightens stakeholder confidence
* Increases national and international recognition and reputation
* Increases your visibility

* Show data holdings and services are searchable, accessible, and
satisfy national and international standards

CORE
SEAL
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Benchmark for comparison/ determine strengths and weaknesses

Improves professionalism:

e Checking, improving and updating policy and workflow
documents

e Re-evaluating and making improvements on our technical
solutions and processes for long-term preservation

Improves awareness and compliance with established standards

Increases internal communication

Good team building exercise

Ensuring transparency
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European ICT Technical Specification

* The rules on European standardisation
allow the European Commission to
identify ICT technical specifications - that
are not national, European or
international standards - to be eligible for
referencing in public procurement.

* Thorough external evaluation by
European Multi Stakeholder Platform on
ICT Standardisation based on very precise
requirements




Review of TDR Requirements

e 3 year cycle of review (2017-2019)

Home About v Certification v Certified Repositories v Apply v Contact @
ReVIGW Of Req u | re me nts Home » Why certification » Review of Requirements
. Upcoming Events
A message to the CoreTrustSeal community: R
A review of the CoreTrustSeal will take place in 2019 to define the Requirements for the period 2020- NIH Workshop on TrUStworthy
2023. This has no impact on the certifications of current CoreTrustSeal-certified repositories, which Data Repositories for Biomedical

continue to run for three years from the date awarded. Sciences

8 April @ 13:00 -19:00 UTC+0
The 2019 review process will focus on applicant feedback received during past reviews, other feedback

received during communications and outreach activities, and an open review period to run from 1 March View All Events
2019 to 30 April 2019. Given the feedback received to date and the fact that a number of past WDS and

—~e A B P N B B s Ty BN Ca R T

https://www.coretrustseal.org/why-
certification/meeting-community-needs/



https://www.coretrustseal.org/why-certification/meeting-community-needs/

Increasing the scope of applicants

* Traditional focus on domain repositories

* Interest from:

. ) ) i https://www.coretrustseal.org/why-
* national archives and libraries

certification/meeting-community-

* infrastructure providers needs/
* repository software providers

* bit-level replication services

* commercial services

CORE
TRUS 1 Home About v Certification v Certified Repositories v Apply v Contact @
SEAL

Meeting Community Needs Home > Why certification > Meeting Community Needs

Upcoming Events

Exploring Opportunities for Expanding CoreTrustSeal —

Certification to Meet Community Needs NIH Workshop on Trustworthy
Data Repositories for Biomedical
Sciences

CoreTrustSeal is a community-based nonprofit organization that promotes sustainable and trustworthy 8 April @ 13:00 -19:00 UTC+0

data infrastructures by offering professional certification tools and services for data repositories and
preservation-focussed institutions around the globe. View All Events




“Research data will not become nor stay FAIR by magic. We need skilled
people, transparent processes, interoperable technologies and
collaboration to build, operate and maintain research data
infrastructures.”

Mari Kleemola, Finnish Social Science Data Archive/CoreTrustSeal Board, Secretary

https://tietoarkistoblogi.blogspot.com/2018/11/being-trustworthy-and-fair.html

Two way complementarity:
1. Long-term preservation, accessibility and assessibility of FAIR data
2. Baseline of FAIRness

CORE
SEAL


https://tietoarkistoblogi.blogspot.com/2018/11/being-trustworthy-and-fair.html

FAIR data assessment: levels

of the data it describes

TRUSV



TDR to guarantee baseline data FAIRness

* Majority of CoreTrustSeal requirements (indirectly) refer to
the FAIRness of the repository holdings

* Baseline of data FAIRness, but:

 Some data will be more FAIR than others!

il

4
“Mirror!
€
' wall! Who is
'v\ the fairest of

them all?”

)
4%%
|~
&

1,
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* FAIR defines the properties of data and metadata

* TRUST describes the characteristics of data repositories that are responsible for
managing and disseminating the data over a long period of time

* FAIR data in repositories we TRUST

T - Transparency is achieved by providing publicly accessible evidence of the
services that a repository can and can not offer.

R - Responsibility is a commitment to provide high (technical) quality data
services.

U - User community is the focus on the uses and potential uses of the data and
services offered.

S - Sustainability is the capability to support long-term data preservation and use.

T - Technology is the infrastructure and capabilities to support the repository
erations.

CORE
SEAL



TRUST Principles White Paper

* Version 0.01

* Dawei Lin, Jonathon Crabtree, Ingrid Dillo, Robert R. Downs, Rorie Edmunds,
Wim Hugo, and Mustapha Mokrane, ..

e Link: https://bit.ly/21h7g8F

Building the social and technical bridges to enable open sharing and re-use of data RDAEU RDAUS CONTACTUS LOGIN REGISTRATION N @ in L 4
@ % O&A Members 56 MEMBERSHIP Members: 8279 RDA Groups weaies: 102
- Active Organisational & Affiliate Becoming a member of RDA is simple and Discover what RDA Working and Interest
RESEARCH DATA ALLIANCE members open to both individuals and organizations Groups and all other Groups are up to and
. find out how to join them. Explore Groups
Register now

ABOUTRDA ~ GETINVOLVED * GROUPS ¥ RECOMMENDATIONS & OUTPUTS ~ RDA FOR DISCIPLINES ¥  PLENARIES & EVENTS ¥ NEWS & MEDIA ~ Q

RDA/WDS Certification of Digital Repositories IG

Home » Working And Interest Groups » Interest Group » RDA/WDS Certification Of Digital Repositories IG

O Group details Eg’l)\é\sl\iltziiggrlgﬁcation of Digital

Status: Recognised & Endorsed Status: R ised & End d
Chair (s): Rorie Edmunds, Dawei Lin, Garry Baker, Jonathan Petters atus: Recognise ndorse
Case Statement: Download

@ IG Established



https://bit.ly/2Ih7g8F

Finally: RDA Adoption Stories

Building the social and technical bridges to enable open sharing and re-use of data RDAEU RDAUS CONTACTUS LOGIN REGISTRATION h @ in L 4

@% O&A Members 56 MEMBERSHIP Members: 8283

= Active Organisational & Affiliate Becoming a member of RDA is simple and
RESEARCH DATA ALLIANCE members open to both individuals and organizations

Register now

RDA Groups WG &1Gs: 102

Discover what RDA Working and Interest
Groups and all other Groups are up to and
find out how to join them. Explore Groups

ABOUTRDA ~ GETINVOLVED ~ GROUPS ¥ RECOMMENDATIONS & OUTPUTS RDA FOR DISCIPLINES ~  PLENARIES & EVENTS ~  NEWS & MEDIA ~ Q

Ad o pti on Sto ri es Home » Recommendations & Outputs » Adoption Stories

The Research Data Alliance (RDA) currently hosts over 60 Interest Groups and more than 30 Working
Groups consisting of experts who are working on various topics related to (open) research data and
innovation. These working groups produce the RDA outputs: the technical and social infrastructure
solutions enabling data sharing, exchange, and interoperability.

For you, to see how to implement the RDA outputs to improve the sharing, exchange and interoperability
of your own data, we've asked RDA members who have already adopted RDA outputs, to share their
experience and lessons learned in a story. Find below a series of RDA adoption stories by individuals,
organisations and projects.

RDA - Adopting Qutputs

RDA aims to expand awareness
umion of these outputs
regions and

organisations of the world

= RDA
£ YouTube )

RDA is actively seeking new adoption stories to inspire the further uptake of RDA outputs.
SUBMIT YOUR STORY HERE

What do you need to adopt RDA outputs?

HAVE YOUR SAY

All Recommendations & Outputs
Adoption Use Cases

Adoption Stories

Interest in RDA Recommendations
Standards

Next Event

(ERDAE L

Meet the Experts

Lecture series

L Humariies: from FAIRytale 16 FAIR enough

RDA Ireland Meet The Expert: Dr.
Ingrid Dillo - FAIR data in the

Social Sciences and Humanities:
from FAIRytale to FAIR enough

Date: 31 July 2019, 13:00

Venue: National Library of Ireland - Main
Building, 7-8 Kildare Street, Dublin 2, D02
P638




Thank you for listening

ingrid.dillo@dans.knaw.nl

www.dans.knaw.nl

WWW.coretrustseal.org



mailto:ingrid.dillo@dans.knaw.nl
http://www.dans.knaw.nl/
http://www.coretrustseal.org/
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